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1. FY2020 Q2 Highlights
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 Steady sales of overseas products supported the stable gross profit
 Sales of telework-related products grew
 Sales of support services and other services showed stable growth
 Launched RevoWorks Desktop in March
 Started providing SCVX to NEC Corporation on OEM in May
 Acquisition of projects under GIGA School Program progressed.
 Continued to increase profits by absorbing aggressive investment in human resources, the internal 

environment, systems, etc. for medium-to long-term growth

5,025 million yen
(Down 0.6%)

Net sales

334 million yen
(UP 9.6%)

317million yen
(UP 2.8%)

Operating income Ordinary income

Highlights: Performance

Achieved record-high gross profit, operating income, and ordinary income!

Performance summary

1,396 million yen
(UP 8.0%)

Gross profit

Figures in parentheses are YoY changes
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Highlights: Trends in Sales and Gross Profit

Net sales (million yen) Gross profit (million yen)
Gross profit margin (%)
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Gross profit and its margin both showed record highs due to the efficient development 
of the VAD business and the growing sales of telework-related products

24.6%
25.6%

27.8%
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System 
Integration

▶ March 2020: Started sales of a secure telework solution “RevoWorks Desktop”

▶ May 2020: Started providing SCVX to NEC Corporation on OEM

VAD

▶ Strong sales of core products 
Stable sales mainly by Juniper and Ruckus

▶ Promoted sales of telework-related security products
Significant growth in PulseSecure

▶ March 2020: Started to handle the new AI cloud-managed Wi-Fi solution "Mist"

Highlights: Business Progress

▶ Delay in large-scale IT infrastructure system project 

▶ Acquired GIGA School project 
Adopted by Wi-Fi products handled

In-house
development
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Highlights: Organizational Restructuring and Growth Investment

Growth 
investment

Human resource investment
▶ Active recruitment of employees

End of Dec. 2019: 409 employees → End of Jun. 2020: 435 employees

Working environment
▶ March 2020: Expansion of Tokyo office floor space

Organizational 
restructuring 

Strengthened collaboration and accelerated and streamlined management
▶ January 2020: Shifted J’s Communication into a business unit 

management system 
▶ March 2020: Transitioned to a company with an audit and supervisory 

committee
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Negative

Positive

▶ Lengthening of projects mainly SI projects
▶ Supply chain issues for overseas products

The current impact is minor, but further impact is expected in the future.

▶ Increase in inquiries for and sales of telework-related products such as 
PulseSecure

▶ Opportunities to promote sales of RevoWorks, WisePoint and other 
products developed in-house

▶ Increase in inquiries for other telework-related products

Highlights: Impact of COVID-19

Positive and negative mix of the impact of COVID-19
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Highlights: Consolidated Statements of Income

Million yen

FY 2019
Q2 total

FY 2020
Q2 total

YoY Full-year 
plan

Progress 
rateChange Change 

ratio

Net sales 5,056 5,025 - 30 - 0.6% 11,012 45.6%
Gross profit 1,293 1,396 103 ＋8.0%

(Profit margin) 25.6% 27.8% ＋2.2pt
Selling, general and 
administrative 
expenses

984 1,078 94 ＋9.6%

Operating income 309 317 8 ＋2.8% 581 54.7%
(Profit margin) 6.1% 6.3% ＋0.2pt 5.3%

Ordinary income 305 334 29 ＋9.6% 594 56.3%
(Profit margin) 6.0% 6.7% ＋0.7pt 5.4%

Net income 200 235 35 ＋17.8% 436 54.0%

Each income has progressed more than planned.
Gain on sales of securities (22 million yen) recorded as extraordinary income
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Highlights: Breakdown of Changes in Operating Income
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Increase in 
gross profit
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Operating income
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Operating income

Profit increased, absorbing an increase in SG&A expenses 
for growth investments
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Quarterly Net sales and Operating Income
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Highlights: Quarterly Performance Trends

Sales and profits grew in Q2 thanks to telework-related products

Operating 
income

(million yen)

Net sales
(million yen)
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Steady increase in advances received Million yen
FY2019 

Q2
FY2019

Q4
FY2020

Q2
Current assets 4,958 5,044 5,276

Cash and deposits 2,020 2,180 2,400
Allowance for doubtful 
accounts and
Electronically Recorded 
Monetary Claims

1,420 1,235 1,262

Inventory assets 471 640 659
Other 1,045 987 953

Non-current assets 1,228 1,102 1,426
Property, plant and 
equipment 180 190 192
Intangible assets 309 301 269
Investments and other 
assets 738 609 964

Total assets 6,187 6,146 6,703

FY2019
Q2

FY2019
Q4

FY2020
Q2

Current liabilities 3,297 3,106 3,635
Accounts payable-
trade 648 508 820

Short-term debt 11 8 8

Advances received 2,018 2,079 2,190

Other 620 511 616

Non-current liabilities 247 252 271

Total liabilities 3,545 3,359 3,906

Total net assets 2,641 2,786 2,796
Total liabilities and 
net assets 6,187 6,146 6,703

Advances received Index to measure future sales of recurring sales business such as support
services and subscriptions among the Solution services.

Highlights: Consolidated Balance Sheets
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2. Business Environment
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Further expansion of security demand in the advanced 
information society

☆ Computers around the world are connected to the internet☆

 Some risks will arise such as not only stealing 
information but also hacking automobiles, etc. 
that affect human lives.

 Strengthening of local government information systems
 Enhancement of security measures

 In the early days of viruses, many hackers attack for enjoyment 
and the appeal of their technological strengths

Virus, etc.
Malware

Cyber-attacks  Discontinuation and falsification of Web services

My Number system

Big data

IoT, IIoT

AI/Robotics

 Outflow of virtual currency

 Spread and stealing of data in 
IoT home appliances

 Diffusion and stealing of 
factory automation networkDarkWeb

Business Environment: Security Market Environment

Ransomware
(Ransom Demand Malware)
 Phishing scam

 Stolen information and hacking tools are 
traded in underground community



© Segue Group Co.,Ltd. All rights reserved. 15

Business Environment: Security (Products and Services) Market

Average annual growth rate in Japan: 5.1%         5.7 ％

Source: Fuji Chimera Research Institute, "2018 Network Security Business Survey"                                  Statista "Cybersecurity market revenues worldwide 2017-2023"
"2019 Network Security Business Survey"

Million yen

501,600 537,890 572,165 603,800 633,820 661,740 

20192018 2020 2021 2022 2023

1,516.7 1,671.4 1,841.9 2,029.7 2,236.8 2,482.6

Average annual growth rate of the world market: 10.4%
20192018 2020 2021 2022 2023

100 million dollar
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3,525 
4,094 

5,863 6,172 
6,881 

7,792 
8,767 

9,646 

1 2 3 4 5 6 7 8

Our Sales Trends

Our average annual sales growth rate: 15.5 % (2012-2019)

Our sales are exceeding the growth of the security market!
Million yen

* Figures for 2012 and 2013 are based on results of J’s Communication Co., Ltd.
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COVID-19 and Digitization

The digitization is accelerating due to COVID-19.

In particular, corporations have 
rapidly improved telework 
environments

Afterward, they are expected to 
promote improvement of IT 
infrastructure to sustain the telework 
environment, and building of 
efficient business structure suitable 
for that environment.

Impact of self-restraint on activities associated with COVID-19 on the execution of our own IT strategy

Source: "Survey on the impact of COVID-19 on corporate IT trends" by ITR (April 2020)

It will slow down a lot

It will slow down a little bit

It will not change

It will greatly accelerate

It will accelerate slightly
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Telework and Cyber Attacks

Files in the container 
format cannot be moved 
to the local area

As soon as the desktop is 
shut down, the container file 
is deleted

Accessible to authorized NW and 
servers via VPN

RevoWorks Desktop 
supports the measures 
listed above as well as loss 
or theft of devices

Measures against malware, 
unauthorized access, encryption of 
information, etc. need to be taken 
as soon as possible.

For the telework environment hastily 
established due to COVID-19, security 
measures tend to be postponed. The cyber 
attacks targeting this case are increasing.

Telework brings a new security risk.
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Changes in Security Models
In the traditional perimeter defense in which “internal is safe and external is 
dangerous,” difficulties are becoming apparent due to factors such as
 Sophistication of cyber-attacks
 Shifting to the cloud allows critical systems to be moved to the outside
 Users and terminals are outside due to the rapid spread of telework

<Examples of products handled for Zero Trust: Pulse Zero Trust Access image>

New zero-trust measures 
are needed based on the 
premise that "everything 
can't be trusted.

Checking device 
status and 
controlling access

Remote access 
to on-premises 
apps

Remote access
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Mandatory Notification for Cyber Attacks

June 2020
Amendments to Personal Information Protection Law promulgated, 
including the requirement to notify individuals of information leakage 
damage that meets certain requirements.

July 2020
Personal Information Protection Commission announces mandatory 
notification of all victims of cyber-attack data breaches 
Notifying everyone would require a detailed analysis (forensics), which will require 
some expenses.

Further security measures are required by the enforcement in 2022
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Acceleration of GIGA School Concept

The government has budgeted 230 
billion yen for fiscal 2020 to accelerate 
the realization of “1 device for 1 
student" and the development of a 
communication environment that will 
allow students to connect to from their 
homes.
Security measures in accordance with 
the "Guidelines for Education 
Information Security Policy" are 
required to ensure that ICT can be used 
safely.

Affected by COVID-19, IT infrastructure 
development for the GIGA School 
Concept* has been accelerated ahead 
of schedule

Source: "Package for Realizing GIGA School Concept" (Ministry of Education, Culture, Sports, Science and Technology, December 2019)

*Global Information and Governance Academic concept: the 
program to supply an educational device to every student and to 
establish high-speed, high-capacity communication networks, 
proposed by the Japanese Ministry of Education, Culture, Sports, 
Science and Technology (MEXT).
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3.  2H Measures and Business Forecasts
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2H Measures : Continue Growth Investment

Continue aggressive recruitment
Human Resource Investment

Creating a comfortable working environment

Promotion of in-house development

⇒ Continuing to improve each base

Integration of the SCVX and RevoWorks brands, site renewal 
and version upgrades are planned.

⇒ Reinforcement of in-house systems, review of in-
house structure, etc.

Initiatives for new development utilizing AI and the cloud

⇒

Expansion and maintenance of offices
Promoting Work Style Reforms
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August 2020
SCVX is selected by Allied Telesis for its 
"Net.CyberSecurity Secure Web Service".
The third company to be selected, following NTT 
Smart Connect and Intec in 2019.

Manufacturer Business: Latest Topics

August 2020
RevoWorks and SCVX brand were 
integrated into Revoworks brand.
Further promote development and sales as a 
telework solution for preventing information 
leakage and reforming work styles in the post-
COVID-19 era.

<Net. CyberSecurity Secure Web Service Image>

Internet Connection Segment Business Network Segment

Internet

Security perimeter

Containers (+ Browser)

Eliminate the container 
after the browser is closed

Secure web service

Image transfer 
only

Conventional Access

Confidential data Business system

Client

No internet connection required
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Telework Solution RevoWorks

A new brand website opened in August 2020. Strengthen marketing as a RevoWorks brand
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Examples of Introduction of RevoWorks SCVX

Chibagin Computer Service
・ Considering the introduction of Internet-separated products to prevent information leaks
・ Selected SCVX as the forwarding method for browsers that do not feel uncomfortable.

Sumitomo Hospital
・ Planning to separate medical systems such as electronic health records from the Internet
・ Selected SCVX that allows secure Internet isolation with a single PC

Ota City
・ Issues have emerged in Web convenience in exchange for enhanced security
・ Selected SCVX that allows users to browse websites and detoxify files on ordinary 

terminals.

All of them are examples of J's Communication
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Local Virtual Desktop RevoWorks Desktop

Virtual Desktop Supporting Work Style Reforms

*1 Nullification is realized by ZENMU, which uses ZenmuTech's
secret distributed encryption technology.

RevoWorks Desktop is an in-house developed local 
virtual desktop that supports secure and easy-to-use 
telework environment with an original container 
technology.

By operating software such as MS Office used in 
daily work in a dedicated container on the client PC, 
it prevents information leakage during work.

Furthermore, by using secret distributed encryption 
technology to render the data in the dedicated 
environment nullified(*1), a double-layered security 
measure is in place to prevent information from 
being leaked even if the PC is lost or stolen.

You cannot move any files in the 
container environment to the local area.

Able to access to authorized networks 
and servers via VPN

Business server, etc.

File server

Secret drive function
Each virtual desktop creates a virtual drive with 
secretly distributed encryption on the local PC. 
Even if you lost your PC, the data in the secret 
drive will not be combined and information leakage 
is prevented.

Free to edit files in the local container 
environment and use applications installed on the 
client, such as MS Office, that are allowed by 
policy

The container will be deleted when 
you exit the desktop



© Segue Group Co.,Ltd. All rights reserved. 28

Expand Sales of RevoWorks: Review of Municipal Information Security Measures

The Ministry of Internal Affairs and 
Communications announced 
"Review of Municipal Information 
Security Measures" in May 2020.

New measures are needed to 
improve efficiency and convenience

RevoWorks supports both existing 
and new models and can be reviewed 
to meet the needs of each 
municipality.

<Image of responses to new models>

Internet Separation and 
Detoxification

Internet space

LGWAN connection system Internet connection system

Municipal 
Information 

Security Cloud

Local Container Virtual Browser

Public cloud

Web Conference

Internet 

LGWAN 
mail

Personnel 
wages

Financial 
accounting

Document 
management Groupware

RevoWorks Gateway
Business 

PC

RevoWorks Server

Groupware
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Expand Sales of Telework Products: Pulse Secure

Pulse Secure provides secure access to corporate 
networks from outside the office, including 
telework and home office.

Secure Access Solutions for Hybrid IT

Secure VPN communication by quarantine to prevent 
intrusion of viruses and other threats at the time of 
connection authentication from remote PCs. By using 
two-factor authentication and authentication linkage, 
you can access the cloud and the company's server 
with only one authentication.

Authentication

Authentication
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FY12/20 Full-year Business Forecast

Million yen

FY12/19 FY12/20
(Forecast)

YoY

Change Change ratio

Net sales 9,646 11,012 1,365 14.2%

Operating income 548 581 32 6.0%

(Profit margin) 5.7% 5.3%

Ordinary income 554 594 39 7.2%

(Profit margin) 5.7% 5.4%

Net income 411 436 25 6.1%

The initial forecasts remain unchanged.
We aim to continue increasing sales and profits since listing while continuing to 
invest in medium-to long-term growth.
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Focus on Security Software

Total Proposal for Integration 

Remote work

Certification

Mobility and 
certification

Wi-Fi

Cybersecurity protective software

GW Security

Router

Switch

SDN

MXシリーズ

EX/QFXシリーズ

Contrail

NW infrastructure

Providing safe and comfortable 
solutions by compensating for a 
shortage of security technicians 
with AI and automation software

http://www.soliton.co.jp/
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We will continue to grow together with our customers by leveraging IT to 
create value. We contribute to the realization of a prosperous society.

J’s Communication Co., Ltd.

ASTEM inc.

Falcon System Consulting Co., Ltd.

J’s Solutions Co., Ltd.

JC Technology Co., Ltd.

J’s Telecom System Co., Ltd.
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4. Reference Material
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3,525 4,094 

5,863 6,172 
6,881 

7,792 
8,767 

9,646 Release

AI security products
Start of handling

2002 2012
Listed on 
JASDAQ

Agency
agreement

NetScreen
Corporation

Agency agreement

Agency
agreement

Agency
Agreement

Agency
agreement

1995

Agency
agreement

Segue Group
Establishment

2014 2015 2016 2017 20182013 2019
Listed on 

TSE1

Reference: History of Segue Group 

Release

Apr 1995 Established (founded) J’s Communication Co., Ltd. 

Oct 2002 Concluded an agency contract with NetScreenTechnologies
(Currently JuniperNetworks) in the U.S. for the firewall products

Aug 2012 Concluded an agency contract with RuckusWireless Corporation in 
the U.S.

Dec 2014 Established Segue Group Co., Ltd.
Dec 2016 Listed on the Tokyo Stock Exchange JASDAQ (Standard)

Dec 2018 Listed on the Second Section of the 
Tokyo Stock Exchange

Jun 2019 Listed on the First Section of the
Tokyo Stock Exchange

Established JC Technology
Established J’s Telecom Systems

Into a holding
company

Established J’s 
Communication

Listed on the 2nd Section of 
the Tokyo Stock Exchange

Made a Falcon System 
Consulting as a subsidiary
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Company Profile: Business Domain

IT infrastructureSecurity

Service provider
Carrier date center

Government agencies and 
local governments

Academic institutions
Medical institution

Enterprise
Manufacturing industry

Financial institution etc..

Supporting customers' business foundations
by providing total solutions for security and IT infrastructure

Target attack countermeasures, information 
leakage countermeasures, vulnerability 
countermeasures, telework security

Network, Virtualization, Cloud, Wireless
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ジェイズ・コミュニケーション㈱ ジェイズ・テレコムシステム㈱ ジェイズ・ソリューション㈱ ジェイシーテクノロジー㈱ ファルコンシステムコンサルティング㈱

Number of Group 
Employees

435 employees
(70% are Engineers)

Company Profile: Group Companies

IT engineer SE service

Help desk
Service

Others
(Monitoring, 

dispatch, etc.)

Design and 
construction

Service

Maintenance
Service

Solutions service

Providing Solutions Combining Security 
and IT Infrastructure Products

System integration

Solution products

IT infrastructure
Products

Network
Security product
In-house development

Security software(                )

J’s Communication Co., Ltd. J’s telecomsystem Co., Ltd. J’s solution Co.,Ltd. JC Technology Co., Ltd. Falcon System Consulting Co., Ltd.
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Company Profile: Nature of the Business

Providing a variety of added value in response to the needs of partners, system integrators, and customers

Manufacturer
(Software product)

Software license sales
Support service

Distributor (VAD)
Overseas and Domestic
Sales of products and software licenses

Support services help desk
On-site maintenance services

System integrator

Design, construction, and 
installation of IT 

infrastructure and security

Managed
Service

In-house 
products

Support
Service

Professional
Service

Products
Agents

Support
Service

Professional
Service

SE
Service

Server, etc.
H/W,S/W

Products
Agents

In-house
products

Professional
Service

Professional
Service

Design and 
construction

SE
Service

Managed
Service

Managed
Service

SE
Service

SE services
Contracting and 

dispatching

Managed Service
Operation of 
monitoring, 

management, etc.
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Manufacturer Business: In-house Developed Security Software

Internet isolation solution
Server-based Virtual Browser "RevoWorks SCVX"

Internet isolation solution
Local Virtual Browser "RevoWorks Browser"

Secure Telework Solutions
Local Virtual Desktop "RevoWorks Desktop"

Authentication & Telework Solutions "WisePoint Authenticator"

Authentication & Single Sign-On Solution "WisePoint Shibboleth"
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Conventional security

Defense based on penetration

Security by

Corporate information security 
measures especially internet security 
is like a cat-and-mouse-game

Transfer only images

Network isolation

Manufacturer Business: RevoWorks SCVX

① Even if attacks occur, their impact will be limited to virtual containers, and their PCs will remain intact.
② If your PC is dropped, the virtual container will disappear for each malware.
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• Firewall/ VPN
• Next-generation Firewall
• UTM
• Malware protective

• WAF
• Security vulnerability diagnosis and management
• IP address management
• Network management

VAD Business: Transactions with Global Manufacturers
Import products with cutting-edge technologies, global technologies, niche technologies, etc. 
from the United States and other developed security countries
Provide optimal products that meet the needs of end users

Line-up of Security products

Major manufacturers of import agent contracts

http://www.juniper.net/jp/jp/
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No.1
Theft of confidential information by 
targeted attacks

Source: Information Security 10 Major Threats 2020 (Organization), Japan Information Processing Advancement Agency (IPA) January 2020

Solutions that can be proposedThreats that Japanese corporations 
(organizations) specifically face

No.3 Financial Damage from business email 
fraud

No.4 Attacks that exploit weaknesses in the 
supply chain

No.5 Damage from ransomware

Solutions to Threats

No.2 Leakage of information due to internal 
improprieties

http://www.juniper.net/jp/jp/
http://www.juniper.net/jp/jp/
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Long-Term Vision

Long-term direction of the Segue Group

Changes in the Market Environment

▶ Technological Innovation, AI, Digital Transformation
▶ Society5.0
▶ Cyber attacks and terrorism becoming increasingly 

diverse and complex
▶ Geopolitical risk
▶ Declining birthrate, aging population, severe shortage 

of engineers
▶ Transforming threats into opportunities for continuous 

development

Becoming a new leading company in the network security
We aim to be a TOP company in the industry that is trusted and proud by our customers and 
partners with a Security Solutions Provider Business by bringing together new technologies 
such as AI and IoT, and members with unique ideas.

"Opportunities" and "threats"

▶ New growth potential due to change
▶ Shift from Conventional IT to Advanced IT
▶ Shift from product to service 
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Long-Term Vision 

Basic Management Strategy Policy
Further enhancing our corporate value

・ Sustainable growth in existing businesses
・ Concentrate investment and expansion in new products, services, proprietary products, 

and proprietary services
・ Explosive growth through M & A strategies and the creation of new business models

2019 2029

Enhancement of existing 
businesses

Expansion of highly innovative 
products and services

M&A, New Business

Base line

From a medium-to 
long-term perspective

Explosive growth

Corporate value



© Segue Group Co.,Ltd. All rights reserved. 44

15 billion yen

Net sales

6.7%1 billion yen

Operating income Operating profit 
margin

Medium-term Numerical Targets

FY12/22 Target

9.6 billion yen

Net sales

5.7%550 million yen

Operating income Operating profit 
margin

FY12/19 Results
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Strengthen System integration and SE service businesses

Medium-term Numerical Targets

Promote sales of products developed in-house

Point of growth

▶ Rapidly increase sales and technical personnel
▶ Increase the size of projects
▶ Develop Western Japan Area ▶ Expand scope of cloud and AI, etc.

▶ Target annual growth of 40% or more
▶ Expand sales partners  ▶ Development in anticipation of future demand

Growth in VAD Business
▶ Continuous handling of new security products 
▶ Strengthening of efficient sales system
▶ Accumulate steady support services (stock revenue)
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Inquiries about IR

Segue Group Co., Ltd. Investor Relations Office, Corporate Administration Department, 
https://segue-g.jp/ir/contact/

Notes

The material is prepared solely for the purpose of providing information and this is not intended for the purpose of offering, soliciting, 
or selling specific products, including our shares.

The information provided in this material are not required by or based on the Financial Instruments and Exchange Law, government
ordinances and regulations, or the Tokyo Securities Exchange listing regulations.

The material contains certain forward-looking statements about our financial condition, results of operations, management plan, and 
plans and objectives. Please note that such forward-looking statements involve known and unknown risks, uncertainties and other 
factors that could cause our actual results or results to differ materially from those expressed or implied by such forward-looking 
statements. These forward-looking statements are based on our current and forecast management strategies and various assumptions
regarding the political and economic environment surrounding our business.

The information provided in this material are subject to all possible risks and uncertainties. However, there is no assurance that the 
accuracy, certainty, appropriateness, and fairness of the information provided in this presentation will be assured. Please note that the 
content may be changed or eliminated without notice.
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